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Building The Next Cybersecurity Unicorn
Dr. Obadare Peter
Chief Visionary Oﬃcer (CVO)
and Co-founder
Digital Encode Limited
in
2022
Cybersecurity
Leaders
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Most
Adewale
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	4. C
ybersecurity has risen  to prominence on the agenda of
staunch business leaders. Large ﬁrms have been struggling
with it for decades despite signiﬁcant investment in that
space; however, for many across the boardroom, the realization
has taken place over the past few years that cyberattacks were
simply a matter of "when," not "if."
As the demand for robust security defense grows by the day, the
market for cybersecurity technology has been transforming, as
well as the number of solutions. Cybersecurity threats are on the
rise. With the rapid increase in security breaches, company hacks
and data leaks, cybercrime has become one of the most signiﬁcant
threats to global business.
In many organizations and industries where cybersecurity
maturity has been low for decades, large-scale transformative
initiatives are shaping up. Still, in the current context of the global
enterprise, businesses have become increasingly reliant on
technology, and the need for qualiﬁed cybersecurity professionals
continues to grow.
Cybersecurity is all about sorting and solving complex problems
and spotting vulnerabilities. The professionals who are working in
this niche comprehend extensive experience in thinking critically
and coming up with creative solutions that are essential for this
ﬁeld. Especially since there is no scarcity of potential cybersecurity
threats in the digitally advanced world.
These professionals ensure data protection while adhering to the
fact that cybersecurity is not about knowing how to use antivirus
software or ﬁrewalls. It is more about identifying and solving
problems promptly and efﬁciently before these issues turn into
major setbacks!
EDITOR’S NOTE
Entering a Realm of
Augmented Enrichments
 


	5. Ultimately, it is  a matter of fact that the best cybersecurity professionals recognize how to solve problems
and are not afraid to dive headﬁrst into complex projects and ﬁgure things out as they go along.
On the other hand, as businesses continue to grow and increase their investments in enhancing
cybersecurity, these organizations approach cybersecurity analysts who can anticipate potential threats
and circumvent them before they happen. As with any technical ﬁeld, cybersecurity is rapidly changing
while experiencing a signiﬁcant benchmark of excellence with the innovations driven by the starlets of this
niche.
CIOLook sheds light on the dignitaries who are committed to the best practices and emerging industry
trends and learning and self-educating - both on and off the clock, in its latest edition, "10 Most Inﬂuential
Leaders in Cybersecurity, 2022.”
Flip through the pages and indulge in the odyssey of sparkling augmentations with a distinctive skillset
that is revolutionizing the cybersecurity sector.
Have a Delightful Read!
Abhishek Joshi
Abhishek Joshi
in
2022
Cybersecurity
Leaders
Influential
Most
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CXO 22
Leader’s Viewpoint
Its all about Evolving
08
20
Mr. Ahmed Zebeib,
Deputy Chief Executive Ofﬁcer,
QLM Qatar Life & Medical Insurance
Building The Next Cybersecurity Unicorn
Dr. Obadare Peter
Adewale
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Enhancing the  Fintech Word,
Securely
16 28
Marissa Reese Wood
Building Roadmaps to a
Secure Future
C O N T E N T S
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The Quality Challenge :
Your Backbone to
RPA Success
26
Industry Intel
Rethinking the products
of today
for a better tomorrow
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	9. Brief
Company Name
Boch Systems  West Africa provides customized solutions
dealing with data security, data misuse, web attacks, and digital
forensics.
Featured Person
Boch Systems West Africa
bochsystems.net
Akinlawon Babajide
Fayokun
Ethical Hacker
Tapad Graph is evolving with the changes to privacy regulation
and data deprecation across our customer's most essential touch
points with consumers to support their eﬀorts without
disruption.
Tapad
tapad.com
Ben Rothke
Senior Information
Security Manager
FirstBank oﬀers banking solutions for businesses and
consumers including loans, mortgages, checking and savings
accounts, online and mobile banking.
FirstBank
eﬁrstbank.com
Brenden Smith,
CISO
Eversource is a business & residential energy provider in CT.
Access information about your residential account, outages,
programs, safety tips and more.
Eversource,
eversource.com
Chris Leigh,
CISO
Digital Encode is a leading consulting and integration ﬁrm
where technology serves two purposes: to make money and to
save money
Digital Encode Limited
digitalencode.net
Dr. Obadare Peter
Adewale,
Chief Visionary Oﬃcer
(CVO) and Co-founder
Petrofac Limited is an international energy services company
that designs, builds, manages and maintains oil, gas, reﬁning,
petrochemicals and renewable energy infrastructure.
Petrofac
petrofac.com
George Eapen
Group CIO
J.P. Morgan is a global leader in ﬁnancial services oﬀering
solutions to the world's most important corporations,
governments and institutions.
JP Morgan
jpmorganchase.com
Marissa Reese Wood,
Executive Director
Academy oﬀers the best brands under one roof — curated to
make the most of every budget.
academy
academy.com
Mark Alvarado,
Director of Cyber Security
& IT Compliance
Cybertronium is a Cybersecurity Product, Services and
Training company that provides highly focused skills training
with 100% hands-on practical experience.
Cybertronium
cybertronium.com
Priyanka Jayakumar,
Cybersecurity Blogger
The CERT Division is a leader in cybersecurity.
CERT Division at the
Software Engineering
Institute
dell.com/en-in
Bobbie Stempﬂey
Vice President
 


	10. C O V  E R S T O R Y
Digital Encode Limited is
recognized in the industry for
our vendor-independent
perspective; the ﬁrm's
expertise lies in solving
multifaceted, complex
enterprise network security
and audit problems.
Building The Next Cybersecurity Unicorn
Dr. Obadare Peter
Adewale
 


	11. Dr. Obadare Peter  Adewale,
Chief Visionary Oﬃcer (CVO)
and Co-founder
Digital Encode Limited
 


	12. ecurity leaders today  are viewed as change
Smediators, culture builders, transformers, and
visionaries, yet they can keep their ﬁngers on the
tactical pulse of their client's security posture. The new
information security leader comprehends that security
transcends technology. Technology is the enabler of
business, yet security is the overarching business
operations protection program.
These proﬁcient personalities are required to be
effective and efﬁcient in integrating people, processes,
and leading-edge technologies to ensure a consistently
relevant security posture for the business and the
clients.
This requires business acumen and thinking critically to
solve complex problems. This is where
Dr. Obadare Peter Adewale, the Chief Visionary
Ofﬁcer (CVO) and Co-founder of Digital Encode
Limited, excels as one of the proﬁcient personalities in
the niche.
He founded this company with an extraordinary vision
to provide Information Technology (I.T) Assurance to
small, medium, and large-scale businesses across
Nigeria, West Africa, Africa, and the world at large.
In an exclusive interview with CIOLook, Dr. Obadare
shared valuable facts highlighting his journey, the
challenges, and the signiﬁcance of his company in the
niche.
Below are the excerpts from the interview
Dr. Obadare, brief our audience about your journey as
a business leader until your current position at Digital
Encode Limited. What challenges have you had to
overcome to reach where you are today?
As an indigenous trailblazer organisation with a global
perspective, the journey was never easy; it took
relentless effort to persuade companies and regulatory
authorities that cybercrime, cyberattack, and cyberwar
are realities they must accept as a result of the various
technologies they use to improve their businesses.
There was also the need to persuade various
organisations' boards of directors and top management
of the importance of establishing a cyber resilience
organisation based on their People, Processes, and
Technology.
Therefore, the need to protect their organisational
assets in terms of Conﬁdentiality, Integrity and
Availability requires conscious awareness to expose
risks alien to these companies. Although, there is no
challenge that is not surmountable with the
appropriate solutions in place.
We can say that organisations are not where they use
to be in the past within our jurisdiction, as we have our
steps in the right direction to secure Africa's Cyber
Space, especially with optimistic projections from
Nigeria to the rest of the world.
Tell us something more about Digital Encode Limited
and its mission and vision.
Digital Encode, founded in 2003, is a leading multi-
award consulting and integration organisation that
specialises in the design, management, and security of
mission-critical business networks,
telecommunications systems, and other Information
Technology (IT) infrastructures. We are recognized in
the industry for our vendor-independent perspective;
the ﬁrm's expertise lies in solving multifaceted, complex
enterprise network security and audit problems.
Our vision is to be Africa's number one Information
Technology Assurance Company. Also, our mission is to
help individuals and businesses achieve their full
potential by protecting their information assets.
Enlighten us on how you have impacted the
cybersecurity niche through your expertise in the
market.
As a seasoned multi-award
Cybersecurity inﬂuencer
and
GRC Technopreneur, Dr.
Obadare is the "The Most
Credentialled" cybersecurity
professional in Africa with
over
Fifty (50) international
professional certiﬁcations to
his credit.
 


	13. As a seasoned  multi-award Cybersecurity inﬂuencer
and GRC Technopreneur, I am arguably the "The Most
Credentialled" cybersecurity professional in Africa with
over Fifty (50) international professional certiﬁcations
to my credit, Master of Science in Cybersecurity,
Liverpool University, UK, and was awarded Honorary
Doctorate Degree in Cybersecurity from Trinity
International University of Ambassadors Atlanta
Georgia, United States of America.
I have been able to positively impact our immediate
environment in the private and public sectors. For
example, our organisation's serves over 90% of
ﬁnancial institutions and 80% of Telco companies in
Nigeria, also currently servicing organizations in over
50 countries and serving as a technical partner to the
Central Bank of Nigeria Electronic Fraud Forum (CBN-
Neff).
In addition to the above, as a well-recognized subject
matter expert with numerous successful engagements
to his credit in Africa. My skills and experience span
across Data Privacy, Data Protection, Cybersecurity,
Information Security, Vulnerability Management,
Penetration Testing, Computer Forensics, Business
Continuity, IT Governance, Risk Management and
Compliance.
Also, I am an ofﬁcial member of The Forbes Technology
Council, a Senior Member of the Risk Managers
Association of Nigeria (RIMAN), as well as a
distinguished alumnus of executive education at
Harvard Business School, Harvard School of
Government, MIT Sloan School of Management, MIT
Professional Education and Oxford University – Said
Business School. All these feasibilities were avenues to
promote the Cybersecurity niche further and increase
our market shares by providing extraordinary value to
our true-hearted customers.
Describe in detail the values and the work culture that
drives Digital Encode Limited.
At Digital Encode Limited, our value system is based on
integrity and unparalleled excellence in all we do, and
thus, we embrace these three core values, namely:
We are customer driven, and we understand our
esteemed customer present and future needs to
continually act to exceed their expectations and to be
their "TRUSTED ADVISOR.
 


	14. Dr. Obadare aims  to strongly
advocate for cybersecurity
regulations that require boards of
directors from diverse economic
sectors to participate in strategic
cybersecurity programmes that would
undoubtedly produce enough or
reasonable security assurance to the
world of cyberspace.
 


	15. What, according to  you, could be the following
signiﬁcant change in the cybersecurity sector? How is
your company preparing to be a part of that change?
Evaluating upcoming trends in technology innovation
and how they affect our world today, such as Big Data,
Machine Learning, Artiﬁcial Intelligence, Blockchain,
Quantum Computing, IoTs, and so on.
I see the Internet of Everything as the new future era in
which most of the technologies mentioned above will
complement one another. Any slightest exploitable
vulnerabilities will be disastrous to humanity. These
advances will undoubtedly generate new threats
landscapes, particularly massive data breaches, that we
as cybersecurity experts will have to deal with.
To address these frightening circumstances, Digital
Encode Limited will continue to collaborate with the
public and private sectors worldwide to provide
Cybersecurity returns on investment for these
stakeholders by strengthening their people, processes,
and technology, which are fundamental to optimize risk
that will, in-turns create reasonable assurance.
Where do you envision yourself to be in the long run,
and what are your future goals for Digital Encode
Limited?
In the near future, I anticipate myself making an impact
on the boards of organisations (both public and private)
all around the world by offering cybersecurity value on
a broader scale.
As an indigenous Cybersecurity and GRC professional
service ﬁrm with a global vision, our future aims at
Digital Encode Limited is to be the next "Cybersecurity
Unicorn" this we aim to achieve by strategically
extending our business footprints across Africa and the
world at large by enabling organisations and their
workforce to secure their assets.
I am contributing to establishing job possibilities and
capacity building for individuals interested in a career
in Cybersecurity and the GRC profession. Finally,
continuously supporting the MDG 2030 objectives in
protecting organisations' assets, which might be lives or
properties.
" We are performance-driven: Setting aggressive
performance targets to measure our success by
benchmarking ourselves globally.
We value our people and their diversity: we value
fairness in our dealings and recognize individual and
team performance. We value an entrepreneurial and
proactive approach. Also, we strongly believe in active
learning and will invest in the ongoing development of
our skills.
Undeniably, technology is playing a signiﬁcant role in
almost every sector. How are you leveraging
technological advancements to make your solutions
resourceful?
Undoubtedly, one of the excellent happenings to any
business is the evolution of Information technology
over the years. In our industry, the availability and
innovations of various tools span from vulnerability
management, penetration testing, security audits,
application security audits, network architecture
review, risk assessment, digital forensic audits,
information security awareness tools, GRC and privacy
management solutions have been of great assistance to
unravelling many cybersecurity challenges in recent
times.
What change would you like to bring to the
cybersecurity industry if given a chance?
From the continent of Africa to Nigeria, it is observable
that ﬁnancial institutions, through their regulatory
bodies, created an enabling framework for
cybersecurity to develop while other economic sectors
lag behind.
The active cooperation of the public and commercial
sectors is required to combat the threat of cyber-
attacks caused by vulnerabilities in technological
innovations.
If given a chance, I will strongly advocate for
cybersecurity regulations that require boards of
directors from diverse economic sectors to participate
in strategic cybersecurity programmes that would
undoubtedly produce enough or reasonable security
assurance to the world of cyberspace.
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	18. Brenden Smith
CISO
FirstBank
Brenden focuses  on
crea ng a safe and
stable environment for
the business to grow
and for its customers to
be secure.
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	19. Brenden
Sm h
Enhancing the  Fintech
World, Securely
he ﬁnancial service organizations and the public
Tcompanies working in this sector deal with sort
of sensitive information related to transaction
details and essential data connected with banks and
accounts.
The Fintech Industry has information like people
spending data on which category with instruments like
a Credit card, or Net banking. And so, cybersecurity
must be strengthened. The organizations that are
dealing with such data must ensure fundamental
reliability empowered with secure data handling.
In the dynamic Fintech industry, global data breaches
are some of the biggest challenges that companies must
overcome. Moreover, these companies have a crucial
need to stay updated with the latest security systems
to protect the client's data. When a data breach occurs,
it breaks trust and raises questions about the security
systems of Fintech players.
Considering all these challenges and the utmost need
to empower good cybersecurity services, Brenden
Smith is coherently working on the foundational
principles that ensure safe digital security systems.
Working as the Chief Information Security Ofﬁcer
with FirstBank, Brenden focuses on creating a safe and
stable environment for the business to grow and for its
customers to be secure.
In an interview with CIOLook, Brenden Smith shared
valuable facts that signify his role as CISO, along with his
expert opinions of the industry scenario.
Below are the excerpts from the interview.
Please enlighten our readers about your professional
tenure so far as a cybersecurity expert in the Fintech
sector.
I started my journey in 2005 in a technical support role
at Circuit City, responding to malware. After graduating
college in the middle of the Great Recession, I felt
incredibly fortunate to get an entry-level position in a
cybersecurity role with FirstBank.
From there, I had the opportunity to take on
increasingly challenging technical roles as an individual
contributor. When my boss and mentor moved on to a
different position, I took the opportunity to take on a
management role.
Moving from a technical role to becoming CISO has
been full of challenges. Making a transition from
individual contributor to ﬁnding job satisfaction in the
success of your employees can be an interesting and
sometimes difﬁcult process.
I've been fortunate to have excellent bosses who
provided honest and direct feedback when I needed it
most. As a result of the amazing people I've been
working with for the last 12 years, I was leading the
Security Department at FirstBank and was promoted to
be our ﬁrst CISO in 2017.
Tell us more about FirstBank and how it is currently
positioned as one of the leading organizations in the
modern industry.
FirstBank is a community-focused bank that can be
summarized by the phrase "Banking for Good." As an
organization, we look to do the right things for those in
our communities.
In 2021 FirstBank was recognized by Colorado's
Governor Jared Polis for delivering 20,000+ Payroll
Protection Program loans to help our local economies
and small businesses. You can also see the effects of
"Banking for Good" through our partnership with
Colorado Gives Day, which raised $54.4 million for
nonproﬁts in 2021.
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	20. Our culture can  indeed be summarized by focusing on
"Banking for Good." Security's role within the company
is to provide safety and stability for our customers in
their day-to-day lives.
We take that same approach to help FirstBank achieve
its objectives as well. I believe security teams should be
an enabler of opportunities within their organizations.
We focus on creating a safe and stable environment for
our business to grow and for our customers to be
secure.
As an industry expert, please tell us about your vision
and contribution in enabling advancements and
ensuring reliability in the Fintech sector.
My goals in this ﬁeld really haven't changed in the 17
years I've been doing it. I love taking on unique
challenges in a ﬁeld that changes on a day-to-day basis.
I'm also really starting to enjoy playing a larger role in
the community as a whole, and I hope to do more of
that.
I look forward to spend some more time sharing the
lessons that we've learned and keep learning new and
exciting ways of defending environments from others.
In my time in this ﬁeld, I've alternated between making
technical contributions and community-focused ones.
Earlier in my career, I spent a lot of time doing Dark
Web research and partnering with law enforcement to
try to help breached companies and enable
betterments in the identiﬁcation of threat actors.
As I've moved out of technical roles, I switched gears to
focus on advising and mentoring small businesses.
Meaning providing education and guidance proactively
and in times of crisis.
Finally, I've worked with local law enforcement to
create working groups comprised of practitioners and
law enforcement to foster more collaboration in our
community.
How is FirstBank leveraging the emerging trends of
the modern industry to enhance its operations
eventually?
We've always believed in pursuing the most effective
technological controls we could. For 7+ years, we have
used Application Control in full high enforcement to
only permit approved binaries to run in our
environment. While somewhat painful to administer,
this technology has been a signiﬁcant differentiator for
us for years.
It substantially increases the difﬁculty a threat actor
has in establishing a foothold on our endpoints. We also
believe in engaging the most sophisticated Red Teams
so we can assess our program's strength. This has
meant successfully defending against Red Teams, up to
and including the use of real Zero Day exploits.
I believe the next signiﬁcant change in the security
space will be the increasing role Insurance plays. In the
last ﬁve years, the requirements to obtain coverage for
cybersecurity events have evolved signiﬁcantly. In
combination, the appetite for organizations to go
without that coverage is declining, especially
considering ransomware trends.
We are watching this space closely and working with
our Broker to better anticipate how the industry is
changing and what we need to do to maintain coverage.
Insurance is a giant in the space, and its actions and
requirements have huge potential to shape what the
industry does long term.
Considering all the innovations and technological
advancements in the modern industry, what do you
think about the future of this sector for budding
aspirants?
I'd like to see the industry evolve to continue to develop
stronger pathways for entry levels of people to get
started in the ﬁeld. Today there are still so many
barriers to entry, even for entry-level candidates, which
has a long-term negative impact on the industry's
ability to hire and recruit talent.
What would you like to advise the budding aspirants
willing to venture into the Fintech sector and envision
enabling betterments in its cybersecurity space?
For entrepreneurs who aspire to work in this ﬁeld,
there is no shortage of opportunities.
Don't pigeonhole yourself into what you think will make
you the most money or the biggest return.
Cybersecurity has tremendous needs for both
generalists and specialists. Find what excites you, and
focus on that; there will always be customer demand
for almost anything you choose to specialize in.
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	22. Mr. Ahmed Zebeib,
Deputy  Chief Executive Ofﬁcer,
QLM Qatar Life & Medical Insurance
ackground: QLM Life and Medical Insurance is
Bconsidered as the largest health insurance
company in Qatar and the only specialized
company that leads the health insurance sector
through its advanced services and ﬂexible insurance
programs that suit all segments of society in Qatar.
We live in a world that has become highly dependent on
information technology in management, especially with
managing a large volume of data, as is the case in health
insurance. Therefore, our vision in this ﬁeld was to
develop a system capable of absorbing any volume of
data and managing it effectively in the most efﬁcient
way possible. This will, in turn, positively reﬂect on the
speed of responding to the requirements of our
customers and the requirements of medical service
providers at the same time.
The advancement of technology beneﬁt both insured
members and insurance companies; QLM is no
exception. QLM is constantly innovating and growing;
we capitalized on the extensive data, experience, and
technology advancement to build an outstanding
insurtech to guarantee excellence in our services. At
the same time, it gives us a real time feedback on
operations. The development of our solutions was
highly sophisticated as it involved many parties
internally as well as externally. We’ve invested in
developing a highly sophisticated solution involving
both internal and external parties.
We managed to build a system through an interactive
electronic platform that automatically approves
without the need for human intervention except in rare
cases, which shortens the time for issuing approval to a
record time where the patient experiences a seamless
process. This electronic platform helps health centers
communicate, get the right information, and make the
whole transaction an easy journey for both parties. All
this is in the interest of the client/patient, who will feel
that they are receiving prompt and a high standard of
service.
Today, our systems are all online and fully integrated
with healthcare providers inside as well as outside
Qatar; the provider can at a ﬁngertip verify eligibility,
obtain approval, and submit a claim all online without
the need for any direct interaction with our team. The
secret behind this is the claims auto-approval/auto-
adjudication; our systems are equipped with all
international medical coding that are mapped together
in the back end of the system. Therefore, any coding the
provider is using is mapped and auto adjudicated in the
back end, and the decision is communicated to the
provider by the system.
The crown jewel of our IT platform is the Artiﬁcial
intelligence (AI) that we have developed. Underwriting
in health insurance is always seen as risky and needs
extra attention; our AI module analyzes the data
provided by the client and, at the same time, analyzes
the existing QLM data measuring behavior, trend,
frequency, etc. Thus, suggesting an appropriate
premium with the prediction of a loss ratio based on the
suggested premium.
Our AI is constantly monitoring the behavior of
providers in real-time and alerting our team of any
| October 2022 |
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	23. abnormal behavior that  is taking place; it is monitoring
the auto-adjudication module and correcting any errors
that may exist during the process.
We are constantly evolving and growing as the leading
Medical and Life insurer in Qatar; as we rely heavily on
tech, we will continue investing where appropriate to
maximize the satisfaction of all our partners. In QLM,
we believe that insurtech is the present and future. We
will continue playing our role and assessing the markets
worldwide while simultaneously be at the forefront
when it comes to tech and for others to follow.
Mr. Ahmed Zebeib,
Deputy Chief Execu ve Oﬃcer,
QLM Qatar Life &
Medical Insurance
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	30. Marissa “Reese” Wood,
Executive  Director
JPMorgan
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	31. “Reese” Wood
Building Roadmaps  to a Secure Future
s you are browsing the net and looking random
Athings up, do you worry about all the website
cookies that are following you, peering over
your shoulder, and making notes on your weird
behavior online? Nobody likes being tracked, especially
when it can lead to loss of data, money, or even identity.
In 2019, Mozilla Firefox implemented changes in their
browsing protocol which made blocking third-party
cookies and crypto mining a default – and working on
this project with her product team was Marissa “Reese”
Wood.
Reese Wood is a cybersecurity professional with over
thirty years of experience in high-tech industries. She
has just as many years of experience working with
charitable organizations, which she loves just as much
as her 'real job'; Currently, Reese is the Executive
Director for JPMorgan within the Digital Platform
Team. She has a history of managing teams in large
organizations such as JPMorgan or Mozilla Firefox, and
she has been a leader in multiple successful start-ups.
Reese's LinkedIn bio states, “I'm a visionary executive
who delivers the strategy and road maps that align
enterprise goals, investments, and capabilities with
emerging markets and customer needs for high-tech
companies. With the proven ability to develop and
communicate clear direction and goals across functions. I
partner with engineering, business, and external
stakeholders to sustain focus and achieve milestones.” She
laughed when we read that, saying, “I just wanted an
incredibly professional way to say I'm someone who has
worked their ﬁngers to the bone.”
Reese has successfully run her own company providing
cybersecurity consulting and managing entire program
implementations of many large cross-organizational
systems. Organizations and boards that Reese has
served on from a charity standpoint include IDEAS
Worldwide, In the Looking Glass, Colorado Edge
Soccer, Coaches Aid/ASBN, the Denver Rescue Mission,
and others.
From Small Town to Fortune 500
Reese's journey from a small town in the mountains of
Colorado to becoming a leader in one of the largest
ﬁnancial companies in the world has been an
interesting one. She served clients in a variety of
industries including technology, communications,
ﬁnancial services, utility, retail, healthcare, insurance,
mining, and cybersecurity; and worked successfully
with some of the best-known Fortune 500 including
Hewlett Packard, Seagate, IBM, Dell, Maxtor, Sony,
Oracle, Newmont Mining, etc.
I'm a visionary executive who
delivers the strategy and
roadmaps that align enterprise
goals, investments, and
capabilities with emerging
markets and customer needs for
high-tech companies.
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	32. While Reese was  president of Tabernus, it was named
as one of Deloitte and Touche's top 50 Fastest growing
technology companies in Colorado. The company was
later acquired for more than 15x valuation. Her
leadership efforts in assisting the launch of one of
Colorado's most successful IPOs have also left a
signiﬁcant impact on the technology market in Denver.
When we asked about the biggest challenges she faced
on the way, she graciously states, “When I started in the
high-tech industry, it was 80% men and only 20% women. I
was fortunate to be surrounded by many exceptional people
who were incredibly supportive and helped me steer
through adversity. However, that didn't prevent me from
experiencing all of the stereotypical challenges of being a
young woman in a largely male-dominated industry in the
mid-90s. Things such as sexual harassment, misogyny,
greed, the 'no girls allowed' clubs, etc. were all part of the
culture that has since changed a great deal. Through it all, I
have learned that if you can lean on the true leaders around
you, persevere, hold true to your values, work hard, and
focus on always learning the latest / greatest thing, change
and evolution come. In this case, we've seen such fantastic
growth and shifts in the high-tech ﬁeld – I love it. I wouldn't
change a thing and am so grateful for the friends that I've
made throughout my career journey.”
Project: Safe and Secure
The culture at JPMorgan is one that supports
innovation and encourages leaders to think out of the
box. The company is also committed to diversity,
environmental sustainability, and community
development. This fosters an environment of
innovation and giving back among the teams of
JPMorgan.
At JPMorgan, Reese and her team have contributed to
major efforts such as Project Bloom which is “a digital
network for JPMorgan clients that will match start-ups
with investors, helping them in fundraising rounds.” She
and her team have also been part of projects that
heavily leverage cyber security advancements, such as
Fusion.
Some of the most interesting and impactful work that
Reese has done was with the Firefox web browser. She
shares, “Working with my product team, we wanted to
really make privacy and security a felt experience. Fast
forward and you'll see a protections dashboard that evolved
from a privacy report that my team and I worked on.
Another incredibly interesting project that my team was
part of was Firefox's initiative to Block Third-Party Tracking
Cookies and Cryptomining by Default.”
Thoughts of a Cyber Expert
We asked Reese, “What is the one change she wishes she
could bring to the industry?” to which, she responded
saying, “If I could change anything it would be to mitigate
the risks associated with remote working. More than ever,
individuals are using their personal devices. It is critical for
the cyber industry to focus on the difﬁculties of large,
distributed teams. This includes methods for improving
systems, streamlining security controls, ensuring
monitoring without compromising privacy, and (most
importantly) creating a seamless experience for the end
user.”
Talking about future risks in cybersecurity - one of the
most signiﬁcant areas of focus, according to Reese - is
the Post Quantum Cryptography era. She states, “There
is an opportunity for massive exploitation of data with the
evolution of supercomputers. We are seeing incredible
investments in this area to get ahead of the problem, and I
think that spending is well justiﬁed. JPMorgan is getting
ahead of this by building cutting-edge technology and using
a Quantum Key Distribution Network to secure data and
applications.”
Changing the Fray of High-tech
Reese sees herself ﬁnishing out her career in high tech.
She loves the challenges and unforeseen things that
come up and make her job interesting. It keeps her
excited about logging in each day. In the longer term,
she looks forward to contributing further to complex
technology problems that haven't yet been seen, seeing
her twins graduate from college, and a home ﬁlled with
grandkids.
Her advice for budding cybersecurity entrepreneurs is
– “Dream big! My career has been amazing largely because
of the great people, rapid evolutions, and world-changing
inventions that have come out of high tech. I look forward
to seeing what the next generation brings to the table.”
| October 2022 |
www.ciolook.com
30
 



	34. | October 2022  |
www.ciolook.com
32
 


	35. T
| October 2022  |
www.ciolook.com
33
 


	36. | October 2022  |
www.ciolook.com
34
 


	37. | October 2022  |
www.ciolook.com
35
 




Jetzt herunterladen

InfoSupportAGBPrivacyDatenschutzCookie-EinstellungenMeine persönlichen Daten nicht verkaufen oder weitergebenEverand
EnglishAktuelle SpracheEnglish
Español
Portugues
Français
Deutsche




© 2024 SlideShare von Scribd 





